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Abstract: The Electronic Commerce (e-Commerce) Act of 2000 or Republic Act (RA) No. §792 mandates all government
agencies to transact business and perform government functions using electronic documents within two years from the date
of its effectivity in June 2000. Unfortunately, only a handful of government agencies were ready to implement the said law
in the year 2002 despite the availability of applicable information technology (IT) resources and appropriated budget. After
17 years, there is considerable improvement in the compliance with the said law, though there are still non-compliances
of government offices that could not manage to be at par with leading compliant govemnment offices. To understand the
compliance behavior of an agency vis-a-vis the e-Commerce Act, I proceed in three steps. First, I adopted socio-economic
theory on regulatory compliance Next, I use process pattern matching as a qualitative approach to examine the compliance
variables by comparing the case-based empirical patterns with the operational framework. And third, T statistically test the
hypotheses that organizational commitment and the organizational m aturity on the use of IT impact the level of compliance. I
do this by using case study method by combining the qualitative and quantitative analyses of the compliance behavior of the
Burean of Internal Revenue and the Commission on Elections Thus, this paper contributes to the theorization of regulatory
compliance in understanding organizational commitment with electronic commerce and related laws involving the use of
IT in the Philippine context with detailed elucidation of the variables influencing it.

Keywards: Compliance Theory, Organizational Commitment, Electronic Governance, Electronic Commerce, Information
Technology

JEL Classification: 033

An Overview of the e-Commerce Act

The Republic Act No. 8792 or e-Commerce Act was
signed into law by then President Joseph E. Estrada
on June 14, 2000 with the “aim to facilitate domestic
and international dealings, transactions, arrangements,
agreements, contracts and exchanges, and storage
of information through the utilization of electronic,
optical, and similar medium, mode, instrumentality and
technology to recognize the authenticity and reliability

of electronic documents related to such activities and
to promote the universal use of electronic transaction
in the government and general public (Section 3).”
The principal authors of the law were Senators Blas F.
Ople, Juan Flavier, Ramon Magsaysay, Jr., and Vicente
Sotto ITI, and Representatives L.eandro Verceles, Jr. and
Marcial Punzalan, Jr.

The e-Commerce Act (2000) was basically patterned
from the United Nations Commission on International
Trade Law (UNCITR AL) Model Law on e-Commerce
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(1996) to maintain uniformity and harmony with
the other member-states of the United Nations. It
was the decision of the UNCITRAL to formulate
model legislation on e-Commerce as a response to
the number of countries with outdated legislation
governing communication and storage of information
vis-a-vis the use of e-Commerce. Thus, there is aneed
for international coordination and harmonization of
the government policies affecting e-Commerce. Early
adapters of the said model law were Malaysia in 1997,
Singapore in 1998, Korea and Australia in 1999,
then the Philippines and India in 2000. Malaysia also
enacted the Digital Signature Act, Computer Crimes
Act, and Telemedicine Act in 1997 (Anil, 2001). On
the other hand, the Philippines integrated the penalty
for committing cybercrime act of hacking in Section 32
of RA 8792 due to the worldwide negative effect of the
“I love You” virus on May 4, 2000 (Sosa, 2016), that
15, amonth before e-Commerce Law was enactment.

The Implementing Rules and Regulations (IRR)
of the e-Commerce Act was digitally signed on July
14, 2000 during the plenary session of the Global
Information Infrastructure Commission’s Asia
Regional Conference held in Makati City. A year later,
acting on the Memorandum dated 18 June 2001 of the
Committee on the Revision of the Rules of Court to
Draft the Rules on e-Commerce Law, the Supreme
Courtissued A.M. No. 01-7-01-8C or otherwise known
astheRules on Electronic Evidence (REE, 2001) which
took effect on August 1, 2001.

The salient features of the e-Commerce Act (2000)
are the following:

+ It gives legal recognition of electronic data
messages, electronic documents, and electronic
signatures (Sections 6 - 13); thatis, an electronic
document is the functional equivalent of
paper-based documents and that an electronic
signature is the same as the traditional penned
signature. This is related to the Section 1 of
REE as defined therein that the digital signature
shall be admissible in evidence asthe functional
equivalent of the signature of a person on a
written document.

+ It allows the validity of electronic contracts
(Sections 16 - 24).

+ It mandates for the electronic implementation
of transport documents to facilitate carriage of
goods (Sections 25 - 26).

+ Itmandates all government agenciesto transact
business and perform their respective functions
electronically within two years or before June
19, 2002 (Section 27).

» It mandates the implementation of RPWeb
that intends to connect all government offices
to the Internet and provide universal access to
the public (Section 28).

+ It empowers the DTI to supervise the
development of e-commerce in the country
(Section 29).

« Itprovides for the liability of a service provider
(Section 30).

« It allows authorized parties to gain access to
their electronic documents, electronic data
messages, and electronic signatures and such
shall not be shared with any other person
(Sections 31 — 32).

After the deadline in 2002 as mandated by the law,
the preliminary results on e-Commercereadiness of the
top 20 government agencies in the country, covering
52 government departments/agencies, was presented
to the public by the Management Information System
Department of DTI during the Chief Information
Officer Forum (CIOF) meeting on December 17, 2002
(Torres, 2002) as shown in Table 1. As both ranked
number 1 by the DTI using the UN-ASPA Stages
of E-Government Model (2001), only the Bureau of
Internal Revenue (BIR) and the Bureau of Customs
reached the Stage IV (i.e., Transactional Web Presence,
users can conduct online transactions such as paying
taxes through the bank). The rest of the agencies were
cither in Stage I (i.e., Emerging Web Presence, the
agency has an official website), Stage Tl (i.e., Enhanced
Web Presence, users can search and download data)
or Stage I1I {i.e., Interactive Web Presence, users can
use onling facilities to download and/or submit forms).
Notably, the Commission on Elections (Comelec)
was not even listed. To date, the Philippines has not
reached Stage V (a.k.a., Fully Integrated Web Presence)
wherein the government provides all services through
an integrated network of all agencies in a single central
portal.

In 2003 and 2004, the endorsed e-Commerce
projects, with corresponding e-Government (e-Gov)
fund are shown in Table 2 and Comelec was one of the
recipients of the said fund. On the other hand, Tables
3 and 4 are the endorsed projects in 2005 (Diaz de
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Table 1. Top 20 Government Agencies That Were e-Commerce Ready in 2002

Rank Department/Agency Stage Rank Department/Agency Stage

1 Bureau of Intemal Revenue v 11 National Wages & Productivity Board IT
Bureau of Customs v 12 Department of Social Welfare & Development 1T

2 National Statistics Office m 13 Board of Investments I
Trade & Investment Devt Corp of the Phils. m Bureau of Treasury I
Department of Energy m Cooperative Development Authority II
Land Transportn Franchising & Reg Board m 14  Department of Tourism I
Technical & Skills Devt Authority m 15 Philippmne Health Insurance Corporation I
Dept. ofInterior & Local Govemment i} 16 Air Transportation Office II

3 Phil Convention & Visitors Corp I 17 Provincial Govemment of Bulacan I
Social Security System I 18 FEmployees® Compensation Commission I

4 Department of Trade & Industry m 19 Adm-il_listr‘ation o II

5 Land Transportation Office I 20 Philippine Coast Guard I

6 Philippine Deposit Insurance Corp m

7 Department of Labor and Employment i}

$ Philippine National Police m

9  Dept. of Public Works & Highways 1|

10 National Bureau of Investigation m

Rivera, 2004).

In 2005, the Joint Congressional Oversight
Committee on e-Commerce Act, which was headed
then by Sen. Manuel Roxas and Rep. Junie Cua, started
monitoring the e-Gov projects closely by conducting
regular meetings and generating regular State of
Philippine e-Commerce Report. On November 5, 2005,
a status report was produced covering e-Gov projects,
including audit reports conducted by the Commission
on Audit (Toral, 2003).

On October 25, 2006, the guidelines in implementing
the e-Commerce Act (2000) on Electronic Payment
and Collection System (ePCS) were signed as a Joint
Department Administrative Order (JDAO) by the
DTI and Department of Finance (DOF) or “DTI-
DOF JDAO No.2” (2005). The ¢PCS would enable
more government agencies to implement end-to-end
e-commerce transactions as the JDAO prescribed
policies, guidelines, and procedures in the adoption
of ePCS in government transactions. The ePCS was
expected to bring about more efficient and effective
payment and collection services for the transacting
clients and amongst the government offices.

Recent Developments

At present, the DTI website shows e-Commerce
programs and projects accomplished throughout the
years. It may be noted that the projects shown in
Tables 2 to 4 are already completed except that of the
Comelec. The latter’s project, Comelec - Mega Pacific
consortium deal (2006), was stopped by the Supreme
Court on January 13, 2004 due to legal impediments
in the contract and equipment supplied.

On the other hand, the ¢PCS remained stagnant
until former President Benigno Aquino IIT signed
Administrative Order No. 38 (AO-38) on May 13,
2013. The objective of AOQ-38 is to improve the
country’s World Bank ranking in ease of doing business
(EoDB) out of the 190 economies. In its “Ease of
Doing Business — Interim Assessment” report, the Asia-
Pacific Economic Cooperation (APEC, 2011) noted
that that the Philippines started improving the EoDB
at the central and local level when the DTI launched
its 15-minute business registration program to attract
more investors through simplification of the processes
in registering businesses and issuing permits.

There was considerable improvement in ranking
right after the signing of AO-38 in 2013 as shown
in Table 5. Although got raised to 99* rank in 2016,






